# Reg.html

<html>

    <head>

        <title>REGISTERATION</title>

        <link rel="stylesheet" href="reg.css">

    </head>

    <body class="main">

      <div class="bg-img">

        <div class="container">

          <form action="connection.php" method="post">

            <h2><B>Register ACCOUNT</B></h2>

            <p><h3><b><i>||Please fill in this form to create an account||</i></h3></b></p>

            <label for="username"><b>User Name</b></label>

            <input type="text" id="UserName" name="UserName" class="form-control"  autofocus placeholder="required">

            <label for="dateofbirth"><b>Date of Birth</b></label><br>

            <input type="date" name="DateofBirth" id="DateofBirth" placeholder="required" required >

            <label for="gender"><b>Gender</b><br></label>

            <div class="col-75">

              <select id="ft" name="gender">

                <option  value="male">male</option>

                <option value="female">female</option>

                <option value="other">other</option>

              </select>

            </div>

            <label for="state"><b>State</b></label>

            <input type="text" name="state" id="state" placeholder="required" required>

            <label for="district"><b>District</b></label>

            <input type="text" name="district" id="district" placeholder="required" required>

            <label for="address"><b>Address</b></label>

            <input type="text" name="address" id="address" placeholder="required" required>

            <label for="aadharno"><b>Aadhar Number</b></label>

            <input type="number" name="Aadharno" id="Aadharno" pattern="[0-9]{3}-[0-9]{2}-[0-9]{3}" required>

            <label for="mobileno"><b>Phone Number</b></label>

            <input type="number" name="Mobileno" id="Mobileno" placeholder="required" required>

            <label for="email"><b>Email</b></label>

            <input type="text" placeholder="Enter Email" name="email" id="email" required>

            <label for="psw"><b>New Password</b></label>

            <input type="password" pattern="(?=.\*\d)(?=.\*[a-z])(?=.\*[A-Z]).{8,}" placeholder="Enter New Password" name="psw" id="psw" autofocus placeholder="required" required>

            <label for="psw-confirm"><b>Confirm Password</b></label>

            <input type="password" pattern="(?=.\*\d)(?=.\*[a-z])(?=.\*[A-Z]).{8,}" placeholder="Confirm Password" name="pswconfirm" id="pswconfirm" autofocus placeholder="required" required>

            <script type="text/javascript">

              $(function () {

                  $("#registerbtn").click(function () {

                      var psw = $("#psw").val();

                      var pswconfirm = $("#pswconfirm").val();

                      if (psw != pswconfirm) {

                          alert("Passwords do not match.");

                          return false;

                      }

                      return true;

                  });

              });

          </script>

            <div class="form-check d-flex justify-content-center mb-5">

              <input class="form-check-input me-2" type="checkbox" value="" id="form2Example3c" autofocus placeholder="required" required>

              <label class="form-check-label" for="form2Example3">

                I agree all statements in <a href="terms.html">Terms of service</a>

              </label>

            </div>

            <center>

            <p><i>Already have an account </i><a href="login.html">signin/login</a></p>

            </center>

           <button type="submit" id="registerbtn" value="registerbtn" class="registerbtn">Register</button>

            </div>

           </form>

        </div>

      </div>

    </body>

</html>

# Reg.css

.center{

  text-size-adjust: 100%;

  padding-top: 1cm;

}

h1{

  font-size: 60px;

  color: white;

}

.bg-img {

  /\* Full height \*/

  min-height: 800px;

  /\* Center and scale the image nicely \*/

  background-position: center;

  background-repeat: no-repeat;

  background-size: cover;

  position: relative;

}

.main{

  background-image: url("reggg.jpg");

  background-attachment: fixed;

}

/\* Add styles to the form container \*/

.container {

  position:absolute;

  left:40%;

  right: 525;

  margin: 20px;

  max-width: 3000px;

  padding: 16px;

  background-color: white;

  height: 160%;

  background-color: rgb(145, 123, 123);

}

/\* Full-width input fields \*/

input[type=text], input[type=password], input[type=number], input[type=date], input[type=radio],input[type=text], select, textarea {

  width: 100%;

  padding: 15px;

  margin: 5px 0 22px 0;

  border: none;

  background: #ffffff;

}

input[type=text]:focus, input[type=password]:focus {

  background-color: #ddd;

  outline: none;

}

/\* Set a style for the submit button \*/

.btn {

  background-color:#641515;

  border-radius: 25px;

  color: white;

  padding: 16px 20px;

  border: none;

  cursor:pointer;

  width: 100%;

  opacity: 0.9;

}

.registerbtn{

  background-color: rgb(55, 174, 55);

  width: 100%;

  height: 3%;

}

a {

  color: rgb(0, 30, 59);

}

.btn:hover {

  opacity: 1;

}

.col-75 {

  width: 100%;

  padding-right: 15px;

  margin: 5px 0 22px 0;

  border: none;

}

# Connection.php

<?php

$con= mysqli\_connect('localhost','root','','test');

if (

  isset($\_POST['UserName']) || isset($\_POST['DateofBirth']) || isset($\_POST['gender'])    || isset($\_POST['state'])  ||

  isset($\_POST['district'])|| isset($\_POST['address']) || isset($\_POST['Aadharno']) || isset($\_POST['Mobileno']) || isset($\_POST['email']) ||

  isset($\_POST['psw']) || isset($\_POST['pswconfirm'])

)

{

    $UserName = $\_POST['UserName'];

    $DateofBirth = $\_POST['DateofBirth'];

    $gender= $\_POST['gender'];

    $state = $\_POST['state'];

    $district = $\_POST['district'];

    $address = $\_POST['address'];

    $Aadharno = $\_POST['Aadharno'];

    $Mobileno = $\_POST['Mobileno'];

    $email = $\_POST['email'];

    $psw = $\_POST['psw'];

    $pswconfirm = $\_POST['pswconfirm'];

 $sql = "INSERT INTO `register`(`UserName`,`DateofBirth`,`gender`,`state`,`district`,`address`,`Aadharno`,`Mobileno`,`email`,`psw`,`pswconfirm`)

 VALUES('$UserName','$DateofBirth','$gender','$state','$district','$address','$Aadharno','$Mobileno','$email','$psw','$pswconfirm')";

 $rs =mysqli\_query($con, $sql);

  if ($rs){

   header("location:login.html");

  }

  else{

    die('CONNECTION ERROR'.mysqli\_connect\_error());

  }

}

# Login.html

<!DOCTYPE html>

<html>

<head>

  <title>LogIn</title>

  <link rel="stylesheet" href="login.css">

</head>

<body  class="main">

    <div class="container">

    <div style="width: 40%; margin: 25px auto;">

    <h1 style="text-align: center;"> <b>LOGIN</b> </h1>

    <form method="POST" action="form">

    <div class="box b">

        <label><b>User Name : </b></label><input type="text" name="UserName" id="UserName" class="form-control" autofocus placeholder="username" required>

        <label><b>Password :</b> </label><input type="Password" name="Password" id="Password" class="form-control" autofocus placeholder="Password" required>

        <label><b> Enter Captcha : </b> </label>

          <input type="text" class="form-control"  readonly id="capt" name="capt" required>

          <input type="text" class="form-control"  name="textinput" id="textinput" required>

  <div class=" b">

    <button  onclick="validcap()" class="btn btn-lg btn-success btn-block "><a href="main.html">Login</a></button>

        </div>

        <h5 class="h5" ><i> IF Captcha not visible click here </i><img src="captcha.webp" width="36px" onclick="cap()"></h5 >

      </div>

    </form>

      <div class="h1">

    <p>New Here?<a href="reg.html">Sign Up</a> </p>

    <p>Forgotten Password?<a href="">Recover here</a> </p>

    </div>

<script type="text/javascript">

  function cap(){

    var alpha = ['A','B','C','D','E','F','G','H','I','J','K','L','M','N','O','P','Q','R','S','T','U','V'

                 ,'W','X','Y','Z','1','2','3','4','5','6','7','8','9','0','a','b','c','d','e','f','g','h','i',

                 'j','k','l','m','n','o','p','q','r','s','t','u','v','w','x','y','z', '!','@','#','$','%','^','&','\*','+'];

                 var a = alpha[Math.floor(Math.random()\*71)];

                 var b = alpha[Math.floor(Math.random()\*71)];

                 var c = alpha[Math.floor(Math.random()\*71)];

                 var d = alpha[Math.floor(Math.random()\*71)];

                 var e = alpha[Math.floor(Math.random()\*71)];

                 var f = alpha[Math.floor(Math.random()\*71)];

                 var final = a+b+c+d+e+f;

                 document.getElementById("capt").value=final;

               }

               function validcap(){

                var stg1 = document.getElementById('capt').value;

                var stg2 = document.getElementById('textinput').value;

                if(stg1==stg2){

                  alert("Form is validated Succesfully");

                  return true;

                }else{

                  alert("Please enter a valid captcha");

                  return false;

                }

               }

</script>

</body>

</html>

# Login.css

.center{

  text-size-adjust: 100%;

  padding-top: 1cm;

}

h1{

  font-size: 60px;

  color: white;

}

.bg-img {

  /\* Full height \*/

  min-height: 200px;

  /\* Center and scale the image nicely \*/

  background-position: center;

  background-repeat: no-repeat;

  background-size: cover;

  position: relative;

}

.main{

  background-image: url("reggg.jpg");

  background-attachment: fixed;

}

/\* Add styles to the form container \*/

.container {

  position:absolute;

  align-content: center;

  left: 600px;

  margin: 20px;

  max-width: 400px;

  padding: 16px;

  background-color: white;

  height: 90%;

  background-color: rgb(145, 123, 123);

}

/\* Full-width input fields \*/

input[type=text], input[type=password], input[type=number] select, textarea {

  width: 100%;

  padding: 15px;

  margin: 5px 0 22px 0;

  border: none;

  background: #ffffff;

}

input[type=text]:focus, input[type=password]:focus {

  background-color: #ddd;

  outline: none;

}

/\* Set a style for the submit button \*/

.btn {

  background-color:#641515;

  border-radius: 25px;

  color: white;

  padding: 16px 20px;

  border: none;

  cursor:pointer;

  width: 100%;

  opacity: 0.9;

}

.registerbtn{

  background-color: rgb(55, 174, 55);

  width: 100%;

  height: 3%;

}

a {

  color: rgb(0, 30, 59);

}

.btn:hover {

  opacity: 1;

}

# Main.html

<html>

<head>

<style>

ul {

  list-style-type: none;

  margin: 10px;

  padding: 0px;

  overflow: hidden;

  background-color: #a79e84;

}

li {

  float: left;

  border-right:6px solid #bbb;

}

li:last-child {

  border-right: none;

}

li a {

  display: block;

  color: black;

  text-align: center;

  padding: 19px 25px;

  text-decoration: none;

}

li a:hover:not(.active) {

  background-color: #686256;

}

.active {

  background-color: #a79e84 ;

}

</style>

</head>

<body>

<ul>

 <li><a class="active" href="#home">HOME</a></li>

  <li><a href="about.html">ABOUT</a></li>

  <li><a href="dashboard.html">DASHSBOARD</a></li>

  <li><a href="login.html">SIGNUP/LOGIN</a></li>

  <li><a href="tracking.html">TRACKING</a></li>

  <li><a href="realnews.html">NEWS AND UPDATES</a></li>

  <li><a href="feedback.html">FEEDBACK</a></li>

  <li style="float:right"><a href="repcomp.html">REPORT/COMPLAINT</a></li>

</ul>

</body>

</html>

<html>

<head>

<meta name="viewport" content="width=device-width, initial-scale=1">

<style>

\* {box-sizing: border-box;}

body {font-family: Verdana, sans-serif;}

.mySlides {display: none;}

img {vertical-align: middle;}

/\* Slideshow container \*/

.slideshow-container {

  max-width: 1000px;

  position: relative;

  margin: auto;

}

/\* Caption text \*/

.text {

  color: #f2f2f2;

  font-size: 15px;

  padding: 8px 12px;

  position: absolute;

  bottom: 8px;

  width: 100%;

  text-align: center;

}

/\* Number text (1/3 etc) \*/

.numbertext {

  color: #f2f2f2;

  font-size: 12px;

  padding: 8px 12px;

  position: absolute;

  top: 0;

}

/\* The dots/bullets/indicators \*/

.dot {

  height: 15px;

  width: 15px;

  margin: 0 2px;

  background-color: #bbb;

  border-radius: 50%;

  display: inline-block;

  transition: background-color 0.6s ease;

}

.active {

  background-color: #717171;

}

/\* Fading animation \*/

.fade {

  animation-name: fade;

  animation-duration: 1.5s;

}

@keyframes fade {

  from {opacity: .4}

  to {opacity: 1}

}

/\* On smaller screens, decrease text size \*/

@media only screen and (max-width: 300px) {

  .text {font-size: 11px}

}

.main{

  background-image: url(mainbg.jpg);

  background-attachment: fixed;

}

</style>

</head>

<body class="main">

<div class="slideshow-container">

<div class="mySlides fade">

  <div class="numbertext">1 / 6</div>

  <img src="r1.1.jpg" style="width:85%">

  <div class="text">1</div>

</div>

<div class="mySlides fade">

  <div class="numbertext">2 / 6</div>

  <img src="online-shopping-scam.jpg" style="width:85%">

  <div class="text">2</div>

</div>

<div class="mySlides fade">

  <div class="numbertext">3 / 6</div>

  <img src="img2.jpg"  style="width:100%">

  <div class="text">3</div>

</div>

<div class="mySlides fade">

  <div class="numbertext">4 / 6</div>

  <img src="final3.png" style="width:100%">

  <div class="text">4</div>

</div>

<div class="mySlides fade">

  <div class="numbertext">5 / 6</div>

  <img src="final4.jpg"style="width:100%">

  <div class="text">5</div>

</div>

<div class="mySlides fade">

  <div class="numbertext">6 / 6</div>

  <img src="final5.png" style="width:100%">

  <div class="text">6</div>

</div>

</div>

<br>

<div style="text-align:center">

  <span class="dot"></span>

  <span class="dot"></span>

  <span class="dot"></span>

  <span class="dot"></span>

  <span class="dot"></span>

  <span class="dot"></span>

</div>

<script>

let slideIndex = 0;

showSlides();

function showSlides() {

  let i;

  let slides = document.getElementsByClassName("mySlides");

  let dots = document.getElementsByClassName("dot");

  for (i = 0; i < slides.length; i++) {

    slides[i].style.display = "none";

  }

  slideIndex++;

  if (slideIndex > slides.length) {slideIndex = 1}

  for (i = 0; i < dots.length; i++) {

    dots[i].className = dots[i].className.replace(" active", "");

  }

  slides[slideIndex-1].style.display = "block";

  dots[slideIndex-1].className += " active";

  setTimeout(showSlides, 2000); // Change image every 2 seconds

}

</script>

<style>

  .box{

    width:1000px;

    border: 10px inset;

    padding: 80px;

    margin: 250px;

    background-color: #bbb;

  }

  .boxx{

    width:1000px;

    border: 9px inset;

    padding: 50px;

    margin: 250px;

    background-color: #bbb;

  }

  .video{

    width:1000px;

    border: 9px inset;

    padding: 50px;

    margin: 250px;

    background-color:gray;

  }

</style>

<div class="box">

  <h1> <b>Filing a Complaint on online Cyber Crime Reporting Portal </b> </h1>

    <p> This portal is used for victims/complainants to report cyber crime complaints online.

    This portal caters to complaints pertaining to cyber crimes only with special focus on cyber crimes against all citizens in india.

     Complaints reported on this portal are dealt by law enforcement agencies/ police based on the information available in the complaints. It is imperative to provide correct and accurate details while filing complaint for prompt action.</li>

   <ul>

  <li> <b>Please contact local police in case of an emergency or for reporting crimes other than cyber crimes. National police helpline number is 100. National women helpline number is 181.</b></li>

   </ul>

</div>

<div class="boxx">

  <h3><b>How we can deal with the challenge?  </b></h3>

  <ul>

<li>Responding to a question in Lok Sabha on March 16, 2022, junior information technology minister Rajeev Chandrasekhar listed out several government initiatives to combat cyber crimes. Chandrasekhar said the Centre has implemented a number of programmes “with the objective of capacity building in the area of information security, training of government personnel and creation of mass information security awareness”. </li>

<li>However, on our end too, we can ensure several steps so as not to fall prey to cyber crimes. Securing our Internet network and financial details with strong passwords, ensuring that our software is up-to-date, ignoring pop-ups, controlling personal and private data, and not responding to suspicious calls, texts and mails are some of the steps that might keep us safe from cyber fraud. </li>

</div>

</ul>

<div class="video">

  <h1><i>WHEN USING SOCIAL MEDIA REMEMBER THIS POINTS..</i></h1>

  <video width="800" height="500" controls>

    <source src="awarnesss video.mp4" type="video/mp4">

  </video>

</div>

<!DOCTYPE html>

<html lang="en">

<head>

<title>CSS Template</title>

<meta charset="utf-8">

<meta name="viewport" content="width=device-width, initial-scale=1">

<style>

\* {

  box-sizing: border-box;

}

body {

  font-family:"sofia", Helvetica, sans-serif;

}

/\* Style the header \*/

header {

  background-color: #666;

  padding: 30px;

  text-align: center;

  font-size: 35px;

  color: white;

}

/\* Create two columns/boxes that floats next to each other \*/

nav {

  float: left;

  width: 30%;

  height: 500px; /\* only for demonstration, should be removed \*/

  background: #ccc;

  padding: 20px;

}

/\* Style the list inside the menu \*/

nav ul {

  list-style-type: none;

  padding: 0;

}

article {

  float: left;

  padding: 20px;

  width: 70%;

  background-color: #f1f1f1;

  height: 500px; /\* only for demonstration, should be removed \*/

}

/\* Clear floats after the columns \*/

section::after {

  content: "";

  display: table;

  clear: both;

}

/\* Style the footer \*/

footer {

  background-color: #777;

  padding: 10px;

  text-align: center;

  color: white;

}

/\* Responsive layout - makes the two columns/boxes stack on top of each other instead of next to each other, on small screens \*/

@media (max-width: 600px) {

  nav, article {

    width: 100%;

    height: auto;

  }

}

</style>

</head>

<body>

<header>

<h2><i>CYBER CRIME AWARENESS:</i></h2>

</header>

<section>

  <nav>

    <h3>What is cybercrime awareness?</h3>

    <ol>

   <li> When we consider the wide strata of users, from tech-savvy to new users, as well as different socio-economic conditions, demographics, culture and age, making users aware about the risk and saving them from cyber frauds is a challenge before law enforcement agencies as well as the government. </li>

   <li>It can instill good cybersecurity hygiene—habits that will make it easier for them to avoid falling victim to security threats in the future—and facilitate an organizational culture built around threat prevention and mitigation.</li>

  <li> I4C has a National Cyber Crime Reporting Portal (NCRP) i.e. www.cybercrime.gov.in wherein all the complaints pertaining to cyber crimes are reported by the citizens. I4C also has a National Helpline Number 1930, wherein the financial cyber fraud complaints are reported by the citizens.</li>

   </ol>

  </nav>

  <article>

    <h1>safety tips for cyber crime:</h1>

    <ul>

    <li>Malware attacks</li>

<li>Phishing</li>

<li>Distributed DoS attacks</li>

<li>Keep software and operating system updated</li>

<li>Use anti-virus software and keep it updated</li>

<li>Use strong passwords</li>

<li>Never open attachments in spam emails</li>

<li>Do not click on links in spam emails or untrusted websites</li>

<li>Train your staff</li>

<li>Keep your software and systems fully up to date</li>

<li>Ensure Endpoint Protection</li>

<li>Install a Firewall</li>

<li>Backup your data</li>

<li>Control access to your systems</li>

<li>Wifi Security</li>

<li>Employee personal accounts</li>

<li>access mannagement</li>

<li>password</li>

<li> Ensure your software is up-to-date</li>

<li>Don’t fall for pop-ups</li>

<li>Secure your internet network with a strong encryption password and a VPN</li>

<li>manage your social media settings</li>

<li> Protect yourself from identity threats</li>

<li>Educate your children about internet risks</li>

<li>Secure your computer and mobile devices</li>

<li>Protect your financial details</li>

<li>Protect your data</li>

<li>Know what to do if you become a victim of cybercrime</li>

<li>Contact the banks and companies where the fraud occurred.</li>

<li>Place fraud alerts and get your credit reports.</li>

<li>Register complaint with Cyber Cell or Local Police station.</li>

<li>buy trusted online products </li>

<li>Organizations are finding themselves under the pressure of being forced to react quickly to the dynamically increasing number of cybersecurity threats.</li>

<li>Since the attackers have been using an attack life cycle, organizations have also been forced to come up with a vulnerability management life cycle</li>

<li>read news about cyber crime</li>

<li>reduce using mobile phones</li>

<li>Cybercrime is criminal activity that either targets or uses a computer, a computer network or a networked device.</li>

<li>Most, but not all, cybercrime is committed by cybercriminals or hackers who want to make money. Cybercrime is carried out by individuals or organizations.</li>

<li>Many countries and organizations around the world are fighting to stop cybercriminals and help to make systems more secure. </li>

<li>However, one of the best methods of prevention is through education.</li>

<li>manage password</li>

<li>Secure your Network</li>

<li>don't watch unwanted advertisement in online browser.</li>

</ul>

  </article>

</section>

<footer>

  <p>Though not all people are victims to cyber crimes, they are still at risk. Crimes by computer vary, and they don't always occur behind the computer, but they executed by computer. The hacker's identity is ranged between 12 years young to 67years old.

</p>

</footer>

<meta name="viewport" content="width=device-width, initial-scale=1">

<style>

body {font-family: Arial, Helvetica, sans-serif;}

\* {box-sizing: border-box;}

/\* Button used to open the chat form - fixed at the bottom of the page \*/

.open-button {

  background-color:blueviolet;

  color:black;

  padding: 16px 20px;

  border: none;

  cursor: pointer;

  opacity: 0.8;

  position: fixed;

  bottom: 23px;

  right: 28px;

  width: 280px;

}

/\* The popup chat - hidden by default \*/

.chat-popup {

  display: none;

  position: fixed;

  bottom: 0;

  right: 15px;

  border: 3px solid #f1f1f1;

  z-index: 9;

}

/\* Add styles to the form container \*/

.form-container {

  max-width: 300px;

  padding: 10px;

  background-color: rgba(255, 255, 255, 0.462);

}

/\* Full-width textarea \*/

.form-container textarea {

  width: 100%;

  padding: 15px;

  margin: 5px 0 22px 0;

  border: none;

  background: #f1f1f1;

  resize: none;

  min-height: 200px;

}

/\* When the textarea gets focus, do something \*/

.form-container textarea:focus {

  background-color: #ddd;

  outline: none;

}

/\* Set a style for the submit/send button \*/

.form-container .btn {

  background-color: #04AA6D;

  color: rgb(255, 255, 255);

  padding: 16px 20px;

  border: none;

  cursor: pointer;

  width: 100%;

  margin-bottom:10px;

  opacity: 0.8;

}

/\* Add a red background color to the cancel button \*/

.form-container .cancel {

  background-color: red;

}

/\* Add some hover effects to buttons \*/

.form-container .btn:hover, .open-button:hover {

  opacity: 1;

}

</style>

</head>

<button class="open-button" onclick="openForm()">Chat</button>

<div class="chat-popup" id="myForm">

  <form action="msg.php" method="post" class="form-container">

    <h1><b>Any question?</b></h1>

    <label for="msg"><b>Message</b></label>

    <textarea placeholder="Type message.." name="msg" id="msg" required></textarea>

    <button type="submit" class="btn">Send</button>

    <button type="button" class="btn cancel" onclick="closeForm()">Close</button>

  </form>

</div>

<script>

function openForm() {

  document.getElementById("myForm").style.display = "block";

}

function closeForm() {

  document.getElementById("myForm").style.display = "none";

}

</script>

</body>

</html>

</body>

</html>

</body>

</html>

# Msg.php

<?php

$con= mysqli\_connect('localhost','root','','test');

if(

    isset($\_POST['msg'])

)

{

    $msg = $\_POST['msg'];

 $sql = "INSERT INTO `login`(`msg`) VALUES('$msg')";

 $rs =mysqli\_query($con, $sql);

  if ($rs){

    echo "message  sent";

         }

  else{

    die('CONNECTION ERROR'.mysqli\_connect\_error());

  }

}

?>

# About.html

<!DOCTYPE html>

<html>

<head>

<meta name="viewport" content="width=device-width, initial-scale=1.0">

<style>

\* {

  box-sizing: border-box;

}

body {

  background-color: #474e5d;

  font-family: Helvetica, sans-serif;

}

/\* The actual timeline (the vertical ruler) \*/

.timeline {

  position: relative;

  max-width: 1200px;

  margin: 0 auto;

}

/\* The actual timeline (the vertical ruler) \*/

.timeline::after {

  content: '';

  position: absolute;

  width: 6px;

  background-color: white;

  top: 0;

  bottom: 0;

  left: 50%;

  margin-left: -3px;

}

/\* Container around content \*/

.container {

  padding: 10px 40px;

  position: relative;

  background-color: inherit;

  width: 50%;

}

/\* The circles on the timeline \*/

.container::after {

  content: '';

  position: absolute;

  width: 25px;

  height: 25px;

  right: -17px;

  background-color: white;

  border: 4px solid #FF9F55;

  top: 15px;

  border-radius: 50%;

  z-index: 1;

}

/\* Place the container to the left \*/

.left {

  left: 0;

}

/\* Place the container to the right \*/

.right {

  left: 50%;

}

/\* Add arrows to the left container (pointing right) \*/

.left::before {

  content: " ";

  height: 0;

  position: absolute;

  top: 22px;

  width: 0;

  z-index: 1;

  right: 30px;

  border: medium solid white;

  border-width: 10px 0 10px 10px;

  border-color: transparent transparent transparent white;

}

/\* Add arrows to the right container (pointing left) \*/

.right::before {

  content: " ";

  height: 0;

  position: absolute;

  top: 22px;

  width: 0;

  z-index: 1;

  left: 30px;

  border: medium solid white;

  border-width: 10px 10px 10px 0;

  border-color: transparent white transparent transparent;

}

/\* Fix the circle for containers on the right side \*/

.right::after {

  left: -16px;

}

/\* The actual content \*/

.content {

  padding: 20px 30px;

  background-color: white;

  position: relative;

  border-radius: 6px;

}

/\* Media queries - Responsive timeline on screens less than 600px wide \*/

@media screen and (max-width: 600px) {

  /\* Place the timelime to the left \*/

  .timeline::after {

  left: 31px;

  }

  /\* Full-width containers \*/

  .container {

  width: 100%;

  padding-left: 70px;

  padding-right: 25px;

  }

  /\* Make sure that all arrows are pointing leftwards \*/

  .container::before {

  left: 60px;

  border: medium solid white;

  border-width: 10px 10px 10px 0;

  border-color: transparent white transparent transparent;

  }

  /\* Make sure all circles are at the same spot \*/

  .left::after, .right::after {

  left: 15px;

  }

  /\* Make all right containers behave like the left ones \*/

  .right {

  left: 0%;

  }

}

</style>

</head>

<body>

   <ul><li><a href="main.html"><h1><b>BACK TO HOME<b></h1></a></li></ul>

<div class="timeline">

  <div class="container left">

    <div class="content">

      <h2>ABOUT</h2>

      <p>Cybercrime is any criminal activity that involves a computer, networked device or a network. While most cybercrimes are carried out in order to generate profit for the cybercriminals, some cybercrimes are carried out against computers or devices directly to damage or disable them.

</p>

    </div>

  </div>

  <div class="container right">

    <div class="content">

      <h2>categories of cyber crime</h2>

<div><i>Cyber crimes are categorized into three broad categories, individual, property and government. Based on each category of cyber crime, cybercriminals use different levels and types of threats.</i></div>

<ol> <li>Individual: This cyber crime category includes disseminating malicious or illegal information via the internet and digital-applications by one person. Cyber speaking, pornography distribution, and trafficking are a few examples of this category of cyber crime.</li>

<li>Property: This cyber crime is similar to a real-life incident where a criminal keeps the bank or credit card information illegally. The hacker steals an individual’s bank details to acquire money or makes phishing scams online to obtain information from people.</li>

<li>Government: It is the least frequent cyber crime, but it is the most serious misconduct. A cyber crime against the government is also regarded as Cyber Terrorism. Government cyber crime involves the hacking of websites, military websites, or the distribution of government propaganda.</li></ol>

</div>

  </div>

  <div class="container left">

    <div class="content">

      <h2>Types of cyber crime</h2>

      <ul>

      <li>Web Attacks</li>

<li>SQL Injections</li>

<li>Cross-Site Scripting</li>

<li>DDoS Attacks</li>

<li>Password Attacks</li>

<li>Eavesdropping Attacks</li>

<li>Brute-Force and Dictionary Network Attacks</li>

<li>Insider Threats</li>

<li>Man-in-The-Middle Attacks</li>

<li>AI-powered Attacks</li>

<li>Drive-by Attacks</li>

<li>Phishing Attacks</li>

<li>Spear Phishing Attacks</li>

<li>Whale Phishing Attacks</li>

<li>Malware</li>

<li>Ransomware</li>

<li>Trojan Horses</li>

<li>Teardrop Attack</li>

<li>Ping of Death Attack</li>

<li>PuP’s</li>

</ul>

</div>

</div>

  <div class="container right">

    <div class="content">

      <h2>Explanation</h2>

      <br><b>1. WEB ATTACKS </b></br>

<p>A web attack affects the computer via the internet. These viruses can be downloaded from the internet and end up causing large-scale and irreversible damages to your system</p>

<b>2. SQL INJECTIONS</b><br>

<p>SQL injection is a type of cyber crime that effectively employs malicious codes and manipulates backend databases to access information that is not intended to be displayed. These mostly involve private and sensitive data items including the likes of user lists and customer details, among others. SQLI can have long-term devastating effects such as deletion of tables, unauthorized viewing of any user list, and even administrative access to databases.</p>

<b>3. CROSS-SITE SCRIPTING</b><br>

<p>Cross-Site is another type of injection breach where attackers send malicious scripts from websites that are deemed responsible or reputed. Attackers inject malicious codes into trusted websites and applications and when a user visits such infected web page, the malicious JavaScipt code is executed on the user’s browser. This code can be used to steal important information like username and password.</p>

<b>4. DDOS ATTACKS</b><br>

<p>These are the attacks that aim at shutting down services or networks and making them inaccessible to the intended users. These attacks overwhelm the target with a lot of traffic and flood the same with information that can cause the website to crash. DDoS Attacks are targeted primarily at web servers of high-profile organizations such as the government or trade firms.</p>

<b>5. PASSWORD ATTACKS</b><br>

<p>These are simply meant to decrypt or even attempt to obtain a user’s password with the help of criminal intentions. Attackers can use Dictionary Attacks, Password Sniffers, or even Cracking programs in such cases. These attacks are conducted by accessing passwords that are exported or stored in a file.</p>

<b>6. EAVESDROPPING ATTACKS</b><br>

<p>Eavesdropping attack begins with the interception of network traffic. This type of cyber crime is also known as Sniffing or Snooping. In this type of cyber crime, individuals attempt to steal information that computers, smartphones, or other devices receive or send.</p>

<b>7. BRUTE-FORCE AND DICTIONARY NETWORK ATTACKS</b><br>

<p>These are networking attacks where attackers attempt to directly log into the user’s accounts by checking and trying out different possible passwords until they find the correct ones.</p>

<b>8. INSIDER THREATS</b><br>

<p>Not all of the network attacks are executed by outsiders. The inside attack is a very common type of cyber crime. It is performed on a network or a system by individuals who have authorized access to the same system.</p>

<b>9. MAN-IN-THE-MIDDLE ATTACKS</b><br>

<p>A man-in-the-middle attack occurs when attackers eavesdrop on the communication between two entities. This type of cyber crime affects both the communicating parties as the attacker can do anything with the interpreted information.</p>

<b>10. AI-POWERED ATTACKS</b><br>

<p>Computer systems are now programmed to learn and teach themselves, and these AI-powered attacks mark a new type of cyber crime that is bound to get more sophisticated with time.</p>

<p>AI is employed in many everyday applications with the help of algorithmic processes referred to as Machine Learning. This software is aimed at training computers to perform specific tasks all on their own. They can also accomplish these tasks by teaching themselves about obstacles that can potentially hinder their progress. AI can also hack many systems, including autonomous drones and vehicles, and convert them into potentially dangerous weapons. The AI-powered applications can be used for performing cyber crimes such as Password Cracking, Identity Theft, and automated, efficient and robust attacks.</p>

<b>11. DRIVE-BY ATTACKS</b><br>

<p>Drive-by attacks are used to spread malware through insecure websites. Hackers first look for websites with lesser security parameters and then plant malicious scripts into PHP or HTTP code onto one of the pages. The script can then directly install the malware onto the computer of anyone who visits the site.</p>

<b>12. PHISHING ATTACKS</b><br>

<p>The Phishing Attack is a Social Engineering attack that is used to steal precious data such as login credentials or credit card details as attackers pretend to be trusted individuals and trick victims into opening malicious links.</p>

<b>13. SPEAR PHISHING ATTACKS</b><br>

<p>These attacks are aimed at specific organizations’ data by individuals who desire unauthorized access. These hacks aren’t executed by any random attackers but by individuals who are trying to access specific information like trade secrets, military intelligence, etc.</p>

<b>14. WHALE PHISHING ATTACKS</b><br>

<p>A Whale Phishing Attack is a type of Phishing that generally attacks people with high statures, such as CFOs or CEOs. It primarily aims at stealing information as these individuals typically have unlimited access and are involved with sensitive data.</p>

<b>15. MALWARE</b><br>

<p>Malware is an umbrella term for a code/program that is intentionally built to affect or attack computer systems without the user’s consent.</p>

<b>16. RANSOMWARE</b><br>

<p>Ransomware generally blocks victim’s access to their own data and deletes the same if a ransom is not paid.</p>

<b>17. TROJAN HORSES</b><br>

<p>Trojan Horse is a type of malicious software program which attempts to disguise itself to appear useful. It appears like a standard application but causes damage to data files once executed.</p>

<b>18. TEARDROP ATTACK</b><br>

<p>Teardrop attack is a form of attack that causes fragmentation in the general sequence of Internet Protocol (IP) packets and sends these fragmented packets to the victim’s machine that is attacked.</p>

<b>19. PING OF DEATH ATTACK</b><br>

<p>The Ping of Death Attack is a type of cyber crime where IP packets ping target systems with IP sizes that are much over the maximum byte limit.</p>

<b>20. PUPS</b><br>

<p>PUPs is an abbreviation for Potentially Unwanted Programs. These are a form of malware that is less threatening than other types of cyber crimes. This type of attack uninstalls the required search engine and pre-downloaded apps in your systems. Therefore, it is a good idea to install antivirus software to prevent malicious download.</p>

    </div>

  </div>

  <div class="container left">

    <div class="content">

      <h2>prevention about cyber crime</h2>

<p>At an individual level, cyber security attacks can lead to identity theft and extortion attempts, which can do serious damage to that individual's life. We all rely on the safety of our data and personal information.</p>

</div>

  </div>

  <div class="container right">

    <div class="content">

      <h2>Conclusion</h2>

<p>Though not all people are victims to cyber crimes, they are still at risk. Crimes by computer vary, and they don't always occur behind the computer, but they executed by computer. The hacker's identity is ranged between 12 years young to 67years old.</p>

    </div>

  </div>

</div>

</body>

</html>

# Dashboard.html

<html>

    <head>

        <style>

  .dash{

    width:850px;

    border: 10px inset;

    padding: 50px;

    margin: 50px;

    background-color: whitesmoke;

  }

  .dashbac{

    background-image: url(lu3.jpg);

    background-attachment: fixed;

  }

  .twentytwo{

    width:1050px;

    border: 10px inset;

    padding: 50px;

    margin: 50px;

    background-color: whitesmoke;

  }

  .twentyonetofour{

    width:1050px;

    border: 10px inset;

    padding: 50px;

    margin: 50px;

    background-color: whitesmoke;

  }

  .fourtothirteen{

    width:1050px;

    border: 10px inset;

    padding: 50px;

    margin: 50px;

    background-color: whitesmoke;

  }

  .piechart{

    width:1050px;

    border: 10px inset;

    padding: 50px;

    margin: 50px;

    background-color: whitesmoke;

  }

  .con{

    width:1050px;

    border: 10px inset;

    padding: 50px;

    margin: 50px;

    background-color: whitesmoke;

  }

</style>

<body class="dashbac">

    <ul><li><a href="main.html"><h1><b>BACK TO HOME<b></h1></a></li></ul>

 <div class="dash">

    <h1> <b>DASHBOARD</b></h1><br>

    <ol>

    <li><i>  Dashboards are customizable interactive signboards that provide real-time information. </i></li>

    <li><i> In this dashboard contains the  statewise cyber crime recorded in india at online</i></li>

    <li> <i> In this dashboard contains some colletion of records from 2004 to 2022. </i></li>

    </ol>

    <h3><b><i>A total of 17,560; 24,768 and 26,121 Indian websites were hacked in 2018, 2019 and 2020 respectively, CERT-In data further says.

    </i></b></h3>

 </div>

 <div class="twentytwo">

    <h1><b>2022</b></h1>

    <ul>

        <h3><i> 2,12,485 incidents in the first two months of 2022.</i> </h3>

        <li><i>New Delhi: Earlier this year, certain media reports created a flutter when they claimed that personal data of over 20,000 people were leaked from a government server and put on sale. The data apparently included details such as name, age, address, mobile number and Covid test result.</i></li>

<li><i>Since last year, similar data breaches have been reported from a popular pizza joint, a prominent airline, a digital payment platform and several other institutions. Perhaps, this is one of the major reasons for the Centre’s renewed push on cyber security.

</i>

</li>

<h4><i>The first two months of 2022 reported more cyber crimes than the entire 2018, according to data by CERT-In (Indian Computer Emergency Response Team). CERT-In is the nodal agency to deal with cyber security threats and operates under the information technology ministry.  </i></h4>

     <li> <br2> <img src="2022.jpg"> </br2></li>

     <h3> <i>The Centre said that there has been a major spike in cyber security-related threats in India, with over 6.7 lakh cases recorded so far in 2022. The government informed the Lok Sabha on Wednesday that a total of 6,74,021 cyber security incidents have been reported this year up to June.

    </i></h3>

        </ul>

 </div>

 <div class="twentyonetofour">

    <h1><b>2014 TO 2021 STATISTICS RATE OF CYBER CRIME IN INDIA</b></h1>

    <ul>

   <li> <img src="2021 dash.gif"></li>

   <li> <img src="dash 2018 to 2020.jpeg"></li>

   <li><img src="dash 2014 to 2018.jpg"></li>

<h4><b>2014</b></h4>

<li>Cybercrime cases in India rose 69 per cent in 2014 year-on-year with 9622 cases registered under the IT Act and related sections of Indian ...</li>

<h4><b>2015</b></h4>

<li> In all, the National Crime Records Bureau (NCRB) said in its 2016 report (for 2015), 11,592 cases of cyber crime were registered in India ...</li>

<h4><b>2016</b></h4>

<li> The country recorded 12,187 cases of cyber crime in 2016, 7.55% more than ...</li>

<h4><i>2017</i></h4>

<li> Cybercrimes in India almost doubled in 2017, according to statistics released by the National Crime Records Bureau (NCRB). The data comes in the backdrop of India aspiring to become a trillion dollar digital economy. Interestingly, cybercrimes accounted for less than a percentage (0.43%) or 21,796 cases of a total of 50,07,044 cognizable crimes in 2017.

</li>

<li>According to NCRB, which released the statistics late on Monday, “During 2017, 56.0% of cyber-crime cases registered were for the motive of fraud (12,213 out of 21,796 cases) followed by sexual exploitation with 6.7% (1,460 cases) and causing disrepute with 4.6% (1,002 cases)."

</li>

<h4><i>2018</i></h4>

<li>Cyber crime cases have witnessed a steady spike since 2018. India reported 2,08,456 incidents in 2018</li>

<h4><i>2019</i></h4>

<li>India reported 3,94,499 incidents in 2019</li>

<h4><i>2020</i></h4>

<li>India reported  11,58,208 cases in 2020</li>

<h4><i>2021</i></h4>

<li>India reported 14,02,809 cases in 2021</li>

    </ul>

</div>

<div class="fourtothirteen">

    <h1><b>2004 TO 2013 STATISTICS RATE OF CYBER CRIME IN INDIA</b></h1>

<ul>

<li><img src="new2004to2013.jpg"></li>

<h4><i>2004</i></h4>

<li>India reported 68 cases in 2004</li>

<h4><i>2005</i></h4>

<li>India reported 179 cases in 2005</li>

<h4><i>2006</i></h4>

<li>India reported 142 cases in 2006</li>

<h4><i>2007</i></h4>

<li>India reported 217 cases in 2007</li>

<h4><i>2008</i></h4>

<li>India reported 288 cases in 2008</li>

<h4><i>2009</i></h4>

<li>India reported 420 cases in 2009</li>

<h4><i>2010</i></h4>

<li>India reported 966 cases in 2010</li>

<h4><i>2011</i></h4>

<li>India reported 1,791 cases in 2011</li>

<h4><i>2012</i></h4>

<li>India reported 2,876 cases in 2012</li>

<h4><i>2013</i></h4>

<li>India reported 4,356 cases in 2013</li>

</ul>

</div>

<div class="piechart">

    <h2><i>PIECHART FOR OVERALL CYBERCRIME IN ALL OVER WORLD:</i></h2>

    <ul>

        <li> <img src="piechrart.jpg"></li>

    <h2><i>GROSS DOMESTIC PRODUCT PER COUNTRY:</i></h2>

    <li> <img src="bb.webp"></li>

    <h2><i> THE TOP 50 BIGGEST DATA BREACHES FROM 2004 TO 2021 :</i></h2>

<li><img src= "biggest data from 2004 -2021.jpg"></li>

    </ul>

</div>

<div class="con">

    <h3><b><i>The increasing rate of cybercrime in India:</i></b></h3>

    <p>According to the National Crime Records Bureau (NCRB) data released last year, a total of 50,035 cases were registered in 2020 under cybercrime — a rise of 11.8 percent over 2019 (44,735 cases).

        compared to previous year cyber crime rate is increasing to peak in india 2022.

    </p>

</div>

    </head>

</body>

</html>

# Terms.html

<!DOCTYPE html>

<html>

<body>

<h1>TERMS AND CONDITONS</h1>

<article>

  <h2>[READ AND ACCEPT OUR TERMS AND CONDITION] </h2>

  <ol><h3>

 <i> <li>This Website encrypt your Personal details.So we are asking you to fill the register form for our privacy policy. </li><br>

  <li>Accurate Information:You promise that you will give this website only accurate Information. </li><br>

  <li>All our trade marks are our property and you may not use them without our permission.All other trade marks are their respective owners' property. </li><br>

  <li>you may not frame this website. </li><br>

  <li>If you have any queries,feedback ,questions or any doubts or you suspect anything you can send message to our website after login to our website.our website help you from that scam by taking action and convey this information to police officials. </li><br>

  <li>our website should never ask any money. </li><br>

  <li>You use this website at your own risk and we make no warranties about it. </li><br>

  <li>our maximum liability to you for all claims for direct damages related to this website is R100. </li><br>

  <li>We will never be responsible for any indirect damage. </li><br>

  <li>You agree to these terms on the basis that you have the capacity to visit this website and report complaint. </li><br>

 </i></h3> </ol>

</article>

<aside>

  <h4>NOTE:</h4>

  <p>By Reading our terms and conditions our website Help you from Scam and Money loss

  .Our website give a Assurance for your Queries and problems.So please kindly agree our Terms and privacy policy</p>

</aside>

<ul><li><a href="reg.html"><h1><b>I Accept <b></h1></a></li></ul>

</body>

</html>

# Realnews.html

<html>

    <head>

        <style>

        .a{

            width:850px;

            border: 10px inset;

            padding: 50px;

            margin: 50px;

            background-color: whitesmoke;

          }

          body{

            background-image: url(newss.jpg);

            background-attachment: fixed;

          }

          .b{

            background-size: cover;

          }

          div.sticky {

  position: -webkit-sticky;

  position: sticky;

  top: 0;

  background-color: rgb(0, 200, 255);

  padding: 10px;

  font-size: 40px;

}

          .c{

            width:850px;

            border: 10px inset;

            padding: 50px;

            margin: 50px;

            background-color: whitesmoke;

          }

          .d{

            width:850px;

            border: 10px inset;

            padding: 50px;

            margin: 50px;

            background-color: whitesmoke;

          }

          .e{

            width:850px;

            border: 10px inset;

            padding: 50px;

            margin: 50px;

            background-color: whitesmoke;

          }

          .f{

            width:850px;

            border: 10px inset;

            padding: 50px;

            margin: 50px;

            background-color: whitesmoke;

          }

          .g{

            width:850px;

            border: 10px inset;

            padding: 50px;

            margin: 50px;

            background-color: whitesmoke;

          }

          .h{

            width:850px;

            border: 10px inset;

            padding: 50px;

            margin: 50px;

            background-color: whitesmoke;

          }

          .i{

            width:850px;

            border: 10px inset;

            padding: 50px;

            margin: 50px;

            background-color: whitesmoke;

          }

          .j{

            width:850px;

            border: 10px inset;

            padding: 50px;

            margin: 50px;

            background-color: whitesmoke;

          }

          .k{

            width:850px;

            border: 10px inset;

            padding: 50px;

            margin: 50px;

            background-color: whitesmoke;

          }

          .j{

            width:850px;

            border: 10px inset;

            padding: 50px;

            margin: 50px;

            background-color: whitesmoke;

          }

  </style>

    </head>

<body>

    <div class="b">

        <ul><li><a href="main.html"><h2><b>BACK TO HOME<b></h2></a></li></ul>

          <div class="sticky">    ||| NEWS AND UPDATES|||  </div>

          </div>

          <div class="i">

            <h2>Mumbai Woman duped of Rs 1 lakh over data entry job</h2>

            <h6>Updated: Sep 27, 2022, 09:00 IST</h6>

            <img src="news14.jpg">

            <p>Cyber fraudsters duped a 28-year-old employee of a prominent ..</p>

              <p><a href="https://timesofindia.indiatimes.com/city/mumbai/woman-duped-of-1-lakh-over-data-entry-job/articleshow/94466259.cms?from=mdr">READ FULL NEWS TOR</a></p>

       </p>

        </div>

    <div class="h">

      <h2>​ Lured to Thailand, 300 Indians now forced into cybercrime in Myanmar  </h2>

      <h6>Updated: Sep 20, 2022, 08:29 IST        </h6>

      <img src="news 7.webp" width="600" height="400">

      <p>   CHENNAI: More than 300 Indians, including at least 60 from Tamil Nadu, have been held hostage by a gang at Myawaddy in Myanmar where they are forced to do cybercrime activities, multiple sources told TOI. People from some other countries were also being held by the racket.

           </p>

      <p><a href="https://timesofindia.indiatimes.com/city/chennai/300-indians-forced-into-cybercrime-in-myanmar/articleshow/94312711.cms">CONTINUE READING FULL NEWS FROM TIMES OF INDIA.COM</a></p>

     </div>

     <div class="j">

      <h2>​ Use ‘golden hour’ principle to tackle cybercrime,udupi sp urges sp urges people  </h2>

      <h6> Sep 16, 2022, 20:26 IST</h6>

      <img src="news 9.jpg" width="600" height="400">

      <p>   Superintendent of police Hakay Akshay Machhindra has asked the public to follow the golden hours of principle prevent losess due to cyber crime   </p>

      <p><a href="">CONTINUE READING FULL NEWS FROM TIMES OF INDIA.COM</a></p>

     </div>

     <div class="k">

      <h2>Alert: Online hunt for hotel may empty your pockets in Vadodara</h2>

      <h6>Updated: Sep 14, 2022, 08:31 IST</h6>

      <img src="ne.jpg">

      <p>VADODARA Found a suitable resort for your getaway plans? Book, but with caution as there are chances that the online phone numbers may have been coctored by cyber crocks who would merrily getaway with your money! </p>

        <p><a href="https://timesofindia.indiatimes.com/city/vadodara/alert-online-hunt-for-hotel-may-empty-your-pockets-in-vadodara/articleshow/94188950.cms">READ FULL NEWS FROM NDTV.COM</a></p>

      </div>

     <div class="i">

      <h2>​  Cybercrimes up by 492% since 2015 in Odisha      </h2>

      <h6>Updated: Sep 13, 2022, 07:30 ..</h6>

      <img src="news8.jpg" >

      <p> Almost every mobile user may have received messages like "Your bank account will be blocked today ".....  </p>

      <p><a href="https://timesofindia.indiatimes.com/city/bhubaneswar/cybercrimes-up-by-492-since-2015-in-odisha/articleshow/94163677.cms">CONTINUE READING FULL NEWS FROM TIMES OF INDIA.COM</a></p>

     </div>

     <div class="j">

      <h2>​ Women targets in 30% Maharashtra cybercrime cases: NCRB </h2>

      <h6> Updated: Sep 11, 2022, 04:41 IST</h6>

      <img src="news10.webp" width="600" height="500">

      <p>  One-third of all cybercrime cases filed in Maharashtra are by women who are victims of stalking, blackmailing, pornography, fake profiling or morphing, and fraud such as cheating and forgery A report by the National Crime Records Bureau (NCRB) shows that of the total 19.536 cyber offences registered from 2018 to 2021, over 6,000 were committed against women, reports V Narayan.

    </p>

      <p><a href="https://timesofindia.indiatimes.com/city/mumbai/women-targets-in-30-maharashtra-cybercrime-cases-ncrb/articleshow/94124534.cms">CONTINUE READING FULL NEWS FROM TIMES OF INDIA.COM</a></p>

     </div>

     <div class="g">

      <h2>​   UP Man Duped Of ₹ 1.84 Crore In Crypto Fraud, 1 Arrested: Police</h2>

      <h6>Updated: September 09, 2022 6:16 pm IST </h6>

      <img src="news6.jpg">

      <p>  The Mumbai-based accused was arrested by officers of the Cyber Crime police station, Noida.        </p>

      <p><a href="https://www.ndtv.com/meerut-news/up-man-duped-of-rs-1-84-crore-in-crypto-fraud-1-arrested-police-3330822">READ FULL NEWS FROM NDTV.COM</a></p>

     </div>

     <div class="c">

      <h2>UP Police Busts ₹ 15 Crore 'Currency Trading' Fraud, 1 Arrested: Cops  </h2>

      <h6>Updated: September 06, 2022 5:34 pm IST </h6>

      <img src="download.jpg" width="600" height="400">

     <p>Around 500 such accounts were opened and people duped to the tune of ₹ 15 crore by a gang, whose key member has been arrested from Dewas in Madhya Pradesh, police said.</p>

     <p><a href="https://www.ndtv.com/india-news/up-police-busts-rs-15-crore-currency-trading-fraud-1-arrested-cops-3320727">READ FULL NEWS FROM NDTV.COM</a></p>

    </div>

    <div class="d">

      <h2>Cybercrime Cases in 2021 Rose by 5 Percent, Fraud Most Common Motive: Report  </h2>

      <h6> Updated: 31 August 2022 15:53 IST </h6>

      <img src="news3.jpg">

      <p>Charge sheets were filed in only 33.8 percent of cybercrime cases, accounting for one-third of all cases reported. The number of cybercrime cases reported in the country in 2021 rose by 5 percent from the year before, according to a report. Charge sheets were reportedly filed in only one-third of cases, according to data from the National Crime Records Bureau (NCRB). Fraud was the most common motive in cases of cyber fraud, and over 70 percent of the 52,974 cases reported last year were from states like Assam, Karnataka, Maharashtra, Telangana, and Uttar Pradesh, according to government data. </p>

      <p>According to a PTI report citing data from the NCRB's Crime in India – 2021 report, 52,974 cases of cybercrime were reported in 2021. While the number of cases rose by 5 percent compared to 2020, which saw 50,035 cases, the rate of charge sheets in these cases was only 33.8 percent — accounting for one-third of all cases reported. </p>

  <p>Out of the 52,974 cases of cybercrime reported in 2021, the data from the NCRB reveals that 60.8 percent were motivated by fraud, while extortion and sexual exploitation made up 5.4 and 8.6 percent of cases, respectively.

  </p>

  <p><a href="https://gadgets360.com/internet/news/india-cybercrime-cases-2021-ncrb-data-motives-state-highest-cases-3303059">READ FULL NEWS FROM NDTV.COM</a></p>

  </div>

  <div class="e">

    <h2> 85 Per Cent Of Children In India Have Experienced Cyberbullying: Survey      </h2>

    <h6>  Updated: 9 August 2022 17:55 IST</h6>

    <img src="news 4.jpg" width="600" height="400">

    <p>The McAfee survey said that children in India witness and experience the maximum cyberbullying on almost every social media and messaging platform.</p>

    <p><a href="https://gadgets360.com/internet/news/85-per-cent-of-children-in-india-have-experienced-cyberbullying-survey-3239915">READ FULL NEWS FROM NDTV.COM</a></p>

  </div>

  <div class="f">

    <h2>13 Arrested For Running Fake Call Centre In Delhi, Cheating NRIs</h2>

    <h6>Updated: August 03, 2022 7:00 pm IST  </h6>

    <img src="news55.jpg">

    <p>Delhi: The accused admitted they used to communicate with NRIs to cheat them by impersonating as police or government officials of that country, police said.   </p>

    <p><a href="https://www.ndtv.com/india-news/fake-call-centre-scamming-foreign-nationals-busted-in-gurugram-9-arrested-3116889">READ FULL NEWS FROM NDTV.COM</a></p>

  </div>

    <div class="a">

        <h2>Cyber Crime Cases Rise In Haryana. Here's How The State Is Tackling Them</h2>

        <h6>Updated: July 16, 2022 4:11 pm IST</h6>

        <img src="news1.jpg">

        <p>Haryana Cybercrime Complaints: Haryana has witnessed a surge in complaints of cybercrime in recent years and during first six months of the current year 1,010 cases have been registered as against a total of 366 in 2019.

          <p><a href="https://www.ndtv.com/india-news/haryana-cybercrime-cases-rise-in-haryana-heres-how-the-state-is-tackling-them-3163636">READ FULL NEWS FROM NDTV.COM</a></p>

        </p>

    </div>

      </body>

    </body>

</html>

# Tracking.html

<html>

    <title>Case Details</title>

    <head>

        <style>

          .bod{

  background-image: url(tracking1.jpg);

  background-attachment: fixed;

}

h1{

    font-size: 45px;

    font-family:ariel;

    border-style: solid;width: justify; border-color: #226ef3;

    background-color: #69acff;

    width: justify;

}

table, th, td {

  border: 1px solid rgb(76, 104, 175);

  border-radius: 2px;

  border-width: 2px;

  border-bottom-left-radius: 2px;

  border-bottom-right-radius: 2px;

  border-top-left-radius:2px ;

  margin: 2px;

  border-color: rgb(9, 13, 58);

  margin-left: auto;

  margin-right: auto;

  margin-top: 3%;

  margin-bottom: auto;

}

th {

  background-color:rgb(104, 196, 171);

  border-width: 2px;

  text-align: center;

  font-size:3ch;

}

td {

  background-color:rgb(154, 232, 202);

  border-width: 2px;

  text-align: center;

}

    </style>

<body class="bod">

    <ul><li><a href="main.html"><h1><b>BACK TO HOME<b></h1></a></li></ul>

    <br>

    <h1 class="h1"> <center>Case Details</center></h1>

           </div>

           <br>

           <table style="width:90%" height="40%" >

            <tr text-align="center">

              <th>Sno.</th>

              <th>Logged by</th>

              <th>Logged Date</th>

              <th>Case Title</th>

              <th>Status</th>

              <th>Action</th>

            </tr>

           <tr height="20%">

              <td></td>

              <td></td>

                <td></td>

                <td></td>

              <td></td>

              <td></td>

            </tr>

            <tr height="20%">

              <td></td>

              <td></td>

                <td></td>

                <td></td>

              <td></td>

              <td></td>

            </tr>

            <tr height="20%" >

                <td></td>

                <td></td>

                <td></td>

                <td></td>

              <td></td>

              <td></td>

            </tr>

            <tr height="20%" >

                <td></td>

                <td></td>

                <td></td>

                <td></td>

              <td></td>

              <td></td>

              </tr>

              <tr height="80%">

                <td></td>

                <td></td>

                <td></td>

                <td></td>

              <td></td>

              <td></td>

              </tr>

          </table>

          </body>

</html>

# Feedback.html

<!DOCTYPE html>

<html>

<head>

<meta name="viewport" content="width=device-width, initial-scale=1">

<style>

\* {

  box-sizing: border-box;

}

input[type=text], select, textarea,input[type=email] {

  width: 100%;

  padding: 12px;

  border: 1px solid #ccc;

  border-radius: 4px;

  resize: vertical;

}

label {

  padding: 12px 12px 12px 0;

  display: inline-block;

}

input[type=submit] {

  background-color: #04AA6D;

  color: white;

  padding: 12px 20px;

  border: none;

  border-radius: 4px;

  cursor: pointer;

  float: right;

}

input[type=submit]:hover {

  background-color:#45a049;

}

.container {

  border-radius: 5px;

  background-attachment: fixed;

  background-image: url(feedd.jpg);

  padding: 20px;

}

.col-25 {

  float: left;

  width: 25%;

  margin-top: 6px;

}

.col-75 {

  float: left;

  width: 75%;

  margin-top: 6px;

}

/\* Clear floats after the columns \*/

.row:after {

  content: "";

  display: table;

  clear: both;

}

.body{

  background-image:url(feed.jpg) ;

  background-attachment: fixed;

}

    @media screen and (max-width: 600px) {

  .col-25, .col-75, input[type=submit] {

    width: 100%;

    margin-top: 0;

  }

}

</style>

</head>

<body class="body">

    <ul><li><a href="main.html"><h1><b>BACK TO HOME<b></h1></a></li></ul>

<h2><i>FEEDBACK FORM</i></h2>

<p><i>we would like to hear your suggestions,concerns,thoughts,questions or problems with anything we can improve.<i\></p>

<div class="container">

  <form action="feedback.php" method="post">

    <div class="row">

      <div class="col-25">

        <label for="name">Your Name</label>

      </div>

      <div class="col-75">

        <input type="text" id="yourname" name="yourname" placeholder=" Name">

      </div>

    </div>

    <div class="row">

      <div class="col-25">

        <label for="email">Email Address</label>

      </div>

      <div class="col-75">

        <input type="email" id="email" name="email" placeholder="Email">

      </div>

    </div>

    <div class="row">

      <div class="col-25">

        <label for="ft">Feedback Type</label>

      </div>

      <div class="col-75">

        <select id="ft" name="ft">

          <option value="comments" name="ft" id="ft">comments</option>

          <option value="suggestions"  name="ft" id="ft">suggestions</option>

          <option value="questions"  name="ft" id="ft">questions</option>

        </select>

      </div>

    </div>

    <div class="row">

      <div class="col-25">

        <label for="sub">Feedback</label>

      </div>

      <div class="col-75">

        <textarea id="subject" name="subject" placeholder="Describe your feedback......" style="height:200px"></textarea>

      </div>

    </div>

    <div class="row">

      <input type="submit" value="Submit">

    </div>

  </form>

</div>

</body>

</html>

# Feedback.php

<html>

<head>

   <style>

    .classs{

      border: 2px solid black;

  padding: 25px;

  background: url(feeddddddddssss.png);

  background-repeat: no-repeat;

  background-size:cover;

    }

    </style>

</head>

<body class="classs">

 <?php

$con= mysqli\_connect('localhost','root','','test');

    $yourname = $\_POST['yourname'];

    $email = $\_POST['email'];

    $ft= $\_POST['ft'];

    $subject= $\_POST['subject'];

 $sql = "INSERT INTO `feedback`(`yourname`,`email`,`ft`,`subject`) VALUES('$yourname','$email','$ft','$subject')";

 $rs =mysqli\_query($con, $sql);

  if ($rs){

    echo "feedback sent";

         }

  else{

    die('CONNECTION ERROR'.mysqli\_connect\_error());

  }

?>

# Reportingcomplaint.html

<!DOCTYPE html>

<html>

<head>

<meta name="viewport" content="width=device-width, initial-scale=1">

<style>

\* {

  box-sizing: border-box;

}

input[type=text], select, textarea,input[type=datetime-local],input[type=file],input[type=number],input[type=gender] {

  width: 100%;

  padding: 12px;

  border: 1px solid rgba(204, 204, 204, 0.458);

  border-radius: 4px;

  resize: vertical;

}

label {

  padding: 12px 12px 12px 0;

  display: inline-block;

}

input[type=submit] {

  background-color: #04AA6D;

  color: rgba(255, 255, 255, 0.601);

  padding: 12px 20px;

  border: none;

  border-radius: 4px;

  cursor: pointer;

  float: right;

}

input[type=submit]:hover {

  background-color: #45a049;

}

.container {

  border-radius: 5px;

  background-image:url(feedd.jpg);

  padding: 20px;

}

.col-25 {

  float: left;

  width: 25%;

  margin-top: 6px;

}

.col-75 {

  float: left;

  width: 75%;

  margin-top: 6px;

}

/\* Clear floats after the columns \*/

.row:after {

  content: "";

  display: table;

  clear: both;

}

/\* Responsive layout - when the screen is less than 600px wide, make the two columns stack on top of each other instead of next to each other \*/

@media screen and (max-width: 600px) {

  .col-25, .col-75, input[type=submit] {

    width: 100%;

    margin-top: 0;

  }

}

.bod{

  background-image: url(feed.jpg);

  background-attachment: fixed;

}

</style>

</head>

<body class="bod">

    <ul><li><a href="main.html"><h1><b>BACK TO HOME<b></h1></a></li></ul>

<h2> REPORT COMPLAINT/INCIDENT DETAILS</h2>

<p> Please fill this form to Report your complaint....</p>

<div class="container">

  <form action="report.php" method="post">

    <div class="row">

      <div class="col-25">

        <label for="name">Name:</label>

      </div>

      <div class="col-75">

        <input type="text" id="name" name="name" placeholder="Your name..">

      </div>

    </div>

    <div class="row">

        <div class="col-25">

            <label for="Gender">  Gender and phone number:</label>

        </div>

        <div class="col-75">

            <select id="gender" name="gender">

              <option value="male" id="gender" name="gender">Male</option>

              <option value="female" id="gender" name="gender">Female</option>

              <option value="other" id="gender" name="gender">other</option>

            </div>

        </div>

        </div>

      </div>

      <div class="row">

        <div class="col-25">

          <label for="number">Phone number:</label>

        </div>

        <div class="col-75">

          <input type="number" id="number" name="number" placeholder="Enter phone number ">

        </div>

      </div>

    <div class="row">

      <div class="col-25">

        <label for="category">Category of complaint:</label>

      </div>

      <div class="col-75">

        <select id="Category" name="Category">

          <option value="Web Attacks">Web Attacks</option>

          <option value="money lost">money lost</option>

          <option value="Email and internet fraud">Email and internet fraud</option>

          <option value="phishing">phishing</option>

          <option value="cyber stalking">cyber stalking </option>

          <option value="Identity Theft">Identity Theft </option>

          <option value="online gambling">online gambling </option>

          <option value="malware">malware</option>

          <option value="stolen credit data">stolen credit data</option>

          <option value="vishing">vishing</option>

          <option value="smishing">smishing</option>

          <option value="pharming">pharming</option>

          <option value="stolen financial data">stolen financial data</option>

       </select>

      </div>

    </div>

    <div class="row">

        <div class="col-25">

          <label for="dateandtime">Approximate date and time of incident/receiving viewing of content:</label>

        </div>

        <div class="col-75">

          <input type="datetime-local" id="dateandtime" name="dateandtime">

        </div>

      </div>

      <div class="row">

        <div class="col-25">

          <label for="name">Reason for delay in reporting(if delay means):</label>

        </div>

        <div class="col-75">

          <input type="text" id="reason" name="reason" placeholder="if no delay type no/if there is delay state the reason..">

        </div>

      </div>

      <div class="row">

        <div class="col-25">

          <label for="name">place</label>

        </div>

        <div class="col-75">

          <input type="text" id="place" name="place" placeholder="where did the incident occur..">

        </div>

      </div>

      <div class="row">

        <div class="col-25">

          <label for="name">In which website you lost(money or cheated):</label>

        </div>

        <div class="col-75">

          <input type="text" id="websitename" name="websitename" placeholder="paste the website or url">

        </div>

      </div>

      <div class="row">

        <div class="col-25">

          <label for="name">Supporting proof(upload media/any screenshot/image/pdf):</label>

        </div>

        <div class="col-75">

          <input type="file" id="filename" name="filename" >

        </div>

      </div>

    <div class="row">

      <div class="col-25">

        <label for="subject">Please provide any additional information about the incident:</label>

      </div>

      <div class="col-75">

        <textarea id="subject" name="subject" placeholder="Briefly explain what heppend..." style="height:200px"></textarea>

      </div>

    </div>

    <div class="row">

      <input type="submit" value="Submit">

    </div>

  </form>

</div>

</body>

</html>

# Report.php

<html>

<head>

   <style>

    .classs{

      border: 2px solid black;

  padding: 25px;

  background: url();

  background-repeat: no-repeat;

  background-size:cover;

    }

    </style>

</head>

<body class="classs"><?php

$con= mysqli\_connect('localhost','root','','test');

{

    $name = $\_POST['name'];

    $gender = $\_POST['gender'];

    $number= $\_POST['number'];

    $Category = $\_POST['Category'];

    $dateandtime= $\_POST['dateandtime'];

    $reason = $\_POST['reason'];

    $place= $\_POST['place'];

    $websitename = $\_POST['websitename'];

    $filename= $\_POST['filename'];

    $subject = $\_POST['subject'];

 $sql = "INSERT INTO `reportcomplaint`(`name`,`gender`,`number`,`Category`,`dateandtime`,`reason`,`place`,`websitename`,`filename`,`subject`)

 VALUES('$name','$gender','$number','$Category','$dateandtime','$reason','$place','$websitename','$filename','$subject')";

 $rs =mysqli\_query($con, $sql);

  if ($rs){

    echo "complaint filed";

         }

  else{

    die('CONNECTION ERROR'.mysqli\_connect\_error());

  }

}